1. Based on the information provided in the websites what **Internet safety rules** would you teach upper elementary and middle school students? Consider issues of privacy, safety from predators, inappropriate content, and digital etiquette.
   1. I would try and re-enforce the concept that electronic is for most intents available for ever, even if you delete it if someone else has a copy you have no control of it.
   2. Make sure you know who you are talking too, if someone you don’t know attempts to communicate with you electronically you need to let someone know even if it seems harmless.
   3. Don’t be afraid to inform an adult about anything that seems suspicions or makes you uncomfortable online.

2. Based on the information provided in the websites what safety procedures would you teach older students about **social networking**? Consider issues of privacy, inappropriate content, safety, and digital etiquette.

I would use the same rules as I posted accept that older students it would be more a recommendation than a set of firm rules. The readings suggested a lot more suggestions. The older the student the more issues may arise. Older (high school) students tend to use the Internet without supervision.  
  
3. Based on the information provided in the websites what safety procedures would you teach middle and high school students about **cyber bullying**? Include the definition of cyber bullying, how to prevent bullying, and what the victim should do.

Cyber bullying is using electronic media in an abusive or intimidating way. I would emphasis that the student usually has the option of removing themselves from these kinds of situation and that they should inform adults. What should they do if they are the victim besides telling an adult. Again there is a lot more information that needs to be communicated  
  
4. Based on the information provided in the websites what safety procedures would you teach older students about **sexting**? Consider the definition of sexting, possible consequences for the person who sends sexual messages, and how to report sexually inappropriate content.

Again the internet is forever, plus there is a chance you are going to end up on the sex offender registry for the rest of your life not mention that even if you send the photos yourself it still counts as child pornography in most places.  
  
5. Based on the information provided in the websites what safety procedures would you teach middle and high school students about **cyber security**? Consider the dangers from hackers, viruses, and spyware and precautions students can take to avoid these dangers.

1. Use good passwords and change them frequently
2. Use anti-malware programs like spy-bot and Avast
3. Log off and don’t share your passwords.

Jamison, your responses are considerably more brief than those of your colleagues. Are these types of assignments uninteresting to you or would you prefer to respond (in more depth) in another modality? +3/5